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Managed Firewall

Detect and protect your private network from unwanted internet traffic and intrusion attempts with ONQs Managed 
Firewall service.
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Gain Insight
Real time insight and visibility into your network. 
Understand your traffic and network performance 
instantly.

Cost Effective
Eliminate capital investments, with an affordable 
monthly OPEX cost. Any service changes or 
modifications are inclusive.

Robust
Hosted on dedicated infrastructure in our Data 
Centres. We fully manage your Firewall instance, 
ensuing everything is always up-to-date and patched.

Priority Support
Expert priority support from a helpdesk dedicated to 
business – 24/7/365.

Managed Remote Access
Enable seamless and secure remote access for staff 
and partners with SSL and IPSec VPN options.
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Our Managed Firewall for a single site is hosted within the ONQ Core, increasing reliability and ease 
of updates, by removing the onsite hardware appliance requirement.
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Redefining the way Business Telco in Australia should be.

We are Australia’s most trusted telecommunications 
partner for businesses that demand reliability 
above everything else.

1300 651 641
switch@onq.com.au
onq.com.au
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4G/LTE (Automatic Failover)

Our Managed Firewall for multiple sites is deployed in the ONQ Core, at the virtual edge of your 
Private IP Network. Such a topology ensures a single ingress/egress location between the Internet 
and internal network, with the added benefit of removing the requirement for multiple hardware 
appliances on site. Other services, such as Cloud Connect, can also be added to the mix, enabling 

granular Layer 3 control of traffic.


